Комісія Нотаріальної палати з питань інформатизації, цифрової трансформації та запобігання кіберзлочинності була створена та активно функціонує з 2016 року. З часу утворення задачі та функціонал комісії значно розширився. Якщо спочатку Комісія, яка мала назву Комісія з кібербезпеки, мала основним завданням саме захист нотаріуса у сфері кібербезпеки та інформаційних технологій, то наразі основними цілями та пріоритерами, окрім протидії кіберзлочинності, є також і процеси цифровізації нотаріальної діяльності. Адже нотаріат в сучасному світі, з професії, дотичної виключно до юриспруденції, перетворився на фах, який потребує достатньо ґрунтовних технічних знань, практичних навиків та безумовне дотримання азів кібербезпеки.

Більшість робочого часу нотаріуса займає безпосередня робота з державними реєстрами, яких в повсякденній роботі використовується не менше десяти, п’ять з яких є так званими «нотаріальними» реєстрами (Державний реєстр речових прав на нерухоме майно, Спадковий реєстр, Державний реєстр довіреностей, Реєстр нотаріальних бланків, Державний реєстр юридичних осіб та фізичних осіб - підприємців), решта – факультативними, основними користувачами яких не є безпосередньо нотаріуси, проте інформація з них є обов’язковою для використання при вчиненні нотаріальної дії (реєстр ДЗК, реєстр ДРАЦС, реєстр викрадених та втрачених паспортів, реєстр судових рішень, так звані санкційні списки тощо). Навіть чисто технічно, вчинення переважної більшості нотаріальних дій починається не з підготовки проекту документу, а саме з всебічних перевірок в реєстрах.

Отже, чистота даних, достовірність, безпека інформації та захищеність доступу до державних реєстрів є гарантіями безспірності нотаріальних дій, їх визнання державою. Значна кількість випадків несанкціонованого втручання до Державного реєстру речових прав на нерухоме майно та Єдиного державного реєстру юридичних осіб та фізичних осіб – підприємців свідчить про мега важливість вжиття заходів, спрямованих на запобігання кіберзлочинності та підвищення рівня цифрової компетентності нотаріальної спільноти.

Одним із основних та перспективних напрямків розвитку нотаріату, задекларованих Міністерством Юстиції, є електронний нотаріат, безпосереднє та поглиблене впровадження цифрових технологій під час вчинення нотаріальних дій. Електронний нотаріат передбачає як і глобальне переосмислення нотаріального процесу, так і водночас оптимізацію нотаріальної діяльності, її узгодженість з усіма реєстрами та сучасними IT системами. В основі запровадження електронного нотаріату та широкої цифровізації нотаріату має лежати ґрунтовна аналітика, яка, орім технічної складової, має базуватись саме на юридичних та практичних навиках, професійному досвіді нотаріуса. Саме тому безпосередня участь членів Комісії в розробці стратегії та впровадженні е-нотаріату має бути спільним та пріоритетним напрямком співпраці Нотаріальної палати України та Міністерства Юстиції

Так, основними перспективними планами та завданнями комісії на 2022 рік є:

1. Проведення всебічної роз’яснювальної роботи та надання рекомендацій по захисту робочого місця нотаріуса серед колег (методичні матеріали, семінари, практичні заняття, розміщення пам’яток з кібербезпеки в сомережах, відповідних комунікаційних групах );
2. Запобігання та своєчасне виявлення протиправних втручань до Єдиних та Державних реєстрів, сприяння мінімізації негативних наслідків від таких протиправних втручань;
3. Надання методичної та консультативної допомоги нотаріусам з питань хакерських атак та зломів ключів доступу, надання первинної допомоги в доказовому процесі
4. Постійна робота з НАІС з метою удосконалення Єдиних та Державних реєстрів, виявлення та усунення недоліків, забезпечення відповідності функціоналу реєстрів нормативній програмі;
5. Підвищення рівня цифрової компетентності нотаріуса, усвідомлення важливості дотримання кібергігієни при здійсненні нотаріальної діяльності;
6. Всебічне сприяння запровадженню виключно ліцензованого програмного забезпечення нотаріусами України;
7. Розробка спільних заходів з питань цифрової трансформації та запобігання кіберзлочинності з Міністерством Юстиції, НАІС, Міністерством цифрової трансформації;
8. Активна участь в розробці стратегії та впровадження електронного нотаріату, підготовка експертних висновків, законодавчих ініціатив;
9. Розробка та аналітика електронного реєстру нотаріальних дій та електронного кабінету нотаріуса;
10. Співпраця з правоохоронними органами, зокрема кіберполіцією, проведення спільних заходів, спрямованих на запобігання кіберзлочинності, оперетивне виявлення протиправних діянь в Єдиних та державних реєстрах;
11. Участь у тематичних семінарах, конференціях, в тому числі міжнародних, круглих столах;
12. Роль нотаріату в сучасному цифровому світі, перспективи розвитку, актуальна трансформація, аналіз практик інших країн;